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1. INTRODUCTION 

The Company ‘Kilpest India Limited’ (‘hereinafter referred to as the 

‘Company’ or ‘Kilpest’) is one of India's leading Agri based companies. Kilpest is an 

ISO certified company and has representation in India in the field of agriculture 

business comprising Crop Protection Products and Public Health Products, Bio products, 

Micro-Nutrients and Mix fertilizers. Moving with a lustrous record of providing quality 

products to its customers since past many years, the company's management is now 

shifting its focus towards 'Biotechnology', keeping in view the hazardous effects of 

chemical pesticides. 

 

The Company was incorporated on May 27, 1972 as a Public Limited Company under 

the Companies Act, 1956.  The Works and Registered office of the Company is located 

at Bhopal in Madhya Pradesh. It has a rich experience, an established brand name; a 

highly experienced, qualified and motivated management team. 

 
The Company and its actions are increasingly exposed to greater scrutiny by the public, 
investors and its stake-holders. Accordingly, the Company has to contend with new 
business challenges, risks and demands for corporate governance.  

 

A key factor for a Company’s capacity to create sustainable value is the risks that the 
Company is willing to take (at strategic and operational levels) and its ability to manage 
them effectively. Ability to identify and manage risks promptly is also a critical aspect of 
corporate governance of any Company. Many risks exist in a Company’s operating 
environment and continuously emerge on a day to day basis. Risk management does 
not aim at eliminating them, as that would simultaneously eliminate all chances of 
rewards/ opportunities. Risk Management is instead focused at ensuring that these risks 
are known and addressed through a pragmatic and effective risk management process. 

 



2. OBJECTIVE 

A Company is exposed to several types of risks, including operational and financial risks.  
The key objective of this Policy is to ensure sustainable business expansion with 
stability, and to promote an upbeat approach in risk management process by 
eliminating risk. In order to achieve this key objective, this Policy provides a prepared 
and well-organized approach to manage the various types of risk associated with day to 
day business of the Company and minimize adverse impact on its business objectives. 
Main objectives of the Policy are: 
 
1. To ensure that all the current and future material risk exposures of the Company are 
identified, assessed, quantified, appropriately mitigated, minimized and managed i.e. to 
ensure adequate systems for risk management; 
2. To protect brand value through strategic control and operational policies; 
3. To establish a framework for the Company’s risk management process and to ensure 
company- wide implementation; 
4. To ensure systematic and uniform assessment of risks related with different projects 
of the Company; 
5. To enable compliance with appropriate regulations, wherever applicable, through the 
adoption of best practices. 
 
 
  

3. BACKGROUND AND IMPLEMENTATION 
 
This document is intended to formalize a risk management policy for the Company, the 
objective of which shall be identification, evaluation, monitoring and minimization of 
identifiable and predictable future risks. 
The Board of Directors of the Company shall periodically review and evaluate the risk 
management system of the Company so that the management controls the risks 
through properly defined network. The head of Departments shall be responsible for 
implementation of the risk management system as may be applicable to their respective 
areas of functioning and report to the Board and/or Audit Committee. 
 
 
 

4. CATEGORIES OF RISKS 
 
The Company faces constant pressure from the evolving marketplace that impacts 
important issues in risk management and threatens profit margins. The business is 
exposed to several kinds of risk from time to time which include the following: 
 

a) Strategic Risks: These risks concern risks relating to the flux and movement of 
money and capital in the Company. This will include cash flow management, 



investment evaluation and credit default. These risks emanate out of the choices, 
the Company makes in the markets, resources and delivery of services. 
 

b)  Industry and Competition Risks: Risks relating to the agro chemicals 
industry, including competition in the industry, technological landscape, risks 
arising out of volatility manufacturing industry, and those relating to brands of 
the Company. 
 
 

c)  Risk of Theft, Pilferage and Non Delivery: Risks relating to theft or 
pilferage when the goods manufactured are failed to be delivered to the buyers. 
The risk of Non- delivery concerns a situation where the whole cargo is not 
delivered to the consignee. 
 

d)  Risk of Clash and Breakage: The risk of clash and breakage is mainly 
referred to the risks associated with the manufacturing output caused due to 
quiver, bump, squeezing, lacquer desquamation, nick and so on, in transit. 
Fragmentation is mainly referred to fragile substances and includes loss including 
breaching and smash in transit due to careless loading and unloading and 
bumping of conveyance, and may also occur during warehousing 
 

e) Operational Risks: Most common, and often combatable in all situations, these 
risks related to business operations such as those relating to determination, 
identification and procurement of vendors, services delivery to vendors, security 
and surveillance, and business activity disruptions. 
 
 

f) Currency Risk: The Company deals in various foreign currencies and is exposed 
to fluctuations in the currency markets from time to time. 
 

g) Resource Risk: The Company may at times, become susceptible to various 
risks associated with the procurement of talent, capital and infrastructure, as 
may be specific to the industry. 
 

h) Risks relating to regulatory and compliance framework: Risks due to 
inadequate compliance to regulations, contractual obligations and intellectual 
property violations leading to litigations and related costs and effect on brand 
value and image. 

 
Due to the constant changes in the issues affecting the business, there is always a need 
for proactive solutions for risk prevention and management. A comprehensive risk 
policy covering the broadest spectrum of potential risks will provide the most 
protection. 
 



 
5. RISK MANAGEMENT PROCESS 

 
 

 
 
 
 

a) ESTABLISHMENT OF GOALS & CONTEXT 
 

The purpose of this stage is to understand the environment in which the Company 
operates, keeping in view its external environment, as well as, internal culture. For this, 
the Company shall establish it’s strategic, organizational and risk management context 
and identify the constraints and opportunities of its operating environment. 
 

b) IDENTIFICATION OF RISKS 
Periodic assessment to identify significant risks for the Company and prioritizing the 
risks for action is an important 
aspect of this Policy. Mechanisms for identification and prioritization of risks include risk 
survey, scanning of the environment of risks, discussions about the risks and threats to 



the Company. A risks register shall also be maintained, and internal audit findings shall 
include pointers for risk identification. 
 
Key questions that may assist identification of risks include: 
� To achieve its goals, the Company shall determine when, where, why, and how are 
risks likely to occur? 
� What are the risks associated with achieving each goal? 
� What are the risks of not achieving these goals? 
� Who are involved (for example, suppliers, contractors, stakeholders) in the creation, 
as well as combating of the same?. 
 
The appropriate risk identification method will depend on the application area (i.e. 
nature of activities and the hazard groups), the nature of the project, the project phase, 
resources available, regulatory requirements and client requirements as to objectives, 
desired outcome and the required level of detail. 
 

c) ANALYSIS OF RISKS  
Risk analysis involves the consideration of the source of risk, the consequence 
and likelihood of the risks to estimate the inherent or unprotected risk without 
controls in place. It also involves identification of the controls, an estimation of 
their effectiveness and the resultant level of risk with controls in place (the 
protected, residual or controlled risk). Qualitative, semi-quantitative and 
quantitative techniques are all acceptable analysis techniques depending on the 
risk, the purpose of the analysis and the information and data available.  
 

d) EVALUATION OF RISKS  
Once the risks have been analyzed they can be compared against the previously 
documented and approved tolerable risk criteria.  
 
 The decision of whether a risk is acceptable or not is taken by the relevant 
manager. A risk may be considered acceptable if for example: �  

 The risk is sufficiently low that treatment is not considered cost effective, 
or  

 A treatment is not available, e.g. a project terminated by a change of 
government, or  

 A sufficient opportunity exists that outweighs the perceived level of threat.  
 
 If the manager determines the level of risk to be acceptable, the risk may 
be accepted with no further treatment beyond the current controls. 
Acceptable risks should be monitored and periodically reviewed to ensure 
they remain acceptable. The level of acceptability can be organizational 
criteria or safety goals set by the authorities.  
 
 



e) TREATMENT OF RISKS  
 
 

For top risks, dashboards shall be created to track external and internal 
indicators relevant for risks, so as to indicate the risk level. The trend line 
assessment of top risks, analysis of exposure and potential impact shall be 
carried out. Mitigation plans shall be finalized, owners identified, and progress of 
mitigation actions shall be regularly and periodically monitored and reviewed. 
Treatment options which are not necessarily mutually exclusive or appropriate in 
all circumstances shall be driven by outcomes that include:  

 Avoiding the risk,  
 Reducing (mitigating) the risk,  
 Transferring (sharing) the risk, and  
 Retaining (accepting) the risk. 

f) MONITORING OF RISKS  
 
It is important to understand that the concept of risk is dynamic and needs 
periodic and formal review. The currency of identified risks needs to be regularly 
monitored. New risks and their impact on the Company may to be taken into 
account. This step requires the description of how the outcomes of the treatment 
will be measured. Milestones or benchmarks for success and warning signs for 
failure need to be identified.   
 
The review period is determined by the operating environment (including 
legislation), but as a general rule a comprehensive review every three years is an 
accepted industry norm. This is on the basis that all changes are subject to an 
appropriate change process including risk assessment. The review needs to 
validate that the risk management process and the documentation is still valid. 
The review also needs to consider the current regulatory environment and 
industry practices which may have changed significantly in the intervening 
period.  
 
 The assumptions made in the previous risk assessment (hazards, likelihood and 
consequence), the effectiveness of controls and the associated management 
system as well as people need to be monitored on an on-going basis to ensure 
risk are in fact controlled to the underlying criteria.  For an efficient risk control, 
the analysis of risk interactions is necessary. This ensures that the influences of 
one risk to another is identified and assessed. A framework needs to be in place 
that enables responsible officers to report on the following aspects of risk and its 
impact on the Company’s operations:  
� What are the key risks?  
� How are they being managed? 
� Are the treatment strategies effective? – If not, what else must be 
undertaken? 



 � Are there any new risks and what the implications for the organization 
are? 
 
 

g) COMMUNICATION & REPORTING 
 
 Risk updates shall be provided to the Board. Entity level risks such as project 
risks, account level risks shall be reported to and discussed at appropriate levels 
of the Company. Clear communication is essential for the risk management 
process, i.e. clear communication of the objectives, the risk management process 
and its elements, as well as the findings and required actions as a result of the 
output. 
  
 
 

6. ROLE OF THE BOARD 
 
 The Board will undertake the following to ensure that the risks in the Company 
are managed appropriately:  
• The Board shall be responsible for framing, implementing and monitoring 
the risk management plan for the Company; 
 • The Board shall ensure that appropriate systems for risk management are 
in place;  
• The Board shall ensure allocation of priorities and resources in addressing 
risks; 
 • The independent directors of the Company shall help in bringing an 
independent judgment to bear on the Board’s deliberations on issues of risk 
management and satisfy themselves that the systems of risk management are 
robust and defensible; 
 • The Board shall actively participate in major decisions affecting the 
Company’s risk profile;  
• The Board may constitute any committees to ensure that risks are 
adequately managed and resolved where possible; 
 • The Board may deploy mechanisms to monitor compliance with the Policy.  
 
The Board will gather and review information and data, be thorough in 
assessments, seek independent or expert advice where appropriate and provide 
direction and guidance to the Board of Directors in terms of decision-making. In 
fulfilling the duties of risk management, the Board may have unrestricted access 
to Company employees, contractors and records and may obtain independent 
expert advice on any matter they believe appropriate, with the approval of the 
Board. 
 
 



7. RISK REGISTRATION, TREATMENT & REPORTING  
 
 The Company should make the risk registers in which the managers to record, 
the risk description, an assessment of that risk, the responsible officer for 
managing that risk & treatment plans.  
 
This information provides a useful tool for managers & staff to consider in both 
strategic & operational planning & the register will be available to managers & 
staff. 
 
 The Board of the Company will monitor the risk profile of the organization with 
particular regard to those risks that exceed an acceptable risk level.  
 
The management of risk will be integrated into organization’s existing planning & 
operational processes & will be recognized in the funding & quarterly reporting 
mechanisms, on the basis of the evaluation of the level of risk & organization’s 
exposure. 
 
 

8. DISCLOSURE IN BOARD’S REPORT 
 
 Board of Directors shall include a statement in their Board’s Report, indicating 
development and implementation of a Risk Management Policy for the Company, 
including identification therein of elements of risk, if any, which in the opinion of 
the Board may threaten the existence of the Company.  

 
 
 

 
9. REVIEW  

 
 
This Policy shall be reviewed annually, to ensure that it meets the requirements 
of the law and its provisions, and the needs of Company. 

 


